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This statem
ent explains how

 procedures established by
SPTC

 Telcom
, Ltd.(“the 

C
om

pany”) ensure the C
om

pany’s com
pliance w

ith the FC
C

 rules on C
PN

I and its requirem
ents 

for the safeguarding of such custom
er inform

ation.  The C
om

pany’s operating procedures ensure 
that it is in com

pliance w
ith the FC

C
’s C

PN
I R

ules because disclosure of, or perm
itting access 

to, our custom
ers’ C

PN
I is not allow

ed w
ithout obtaining the requisite custom

er approval, except 
as required by law

, or the exceptions set forth in 47 U
.S.C

. §222, and Subpart U
 of Title 47 of 

the C
ode of Federal R

egulations; 47 C
.F.R

 §64.2001 through §64.2011. 

The C
om

pany
has designated a D

irector for C
PN

I com
pliance w

ho is responsible for 
com

m
unicating w

ith the C
om

pany’s attorney and/or consultants regarding C
PN

I responsibilities, 
requirem

ents and restrictions; supervising the training of the C
om

pany
em

ployees w
ho use or 

have access to C
PN

I; supervising the use, disclosure, distribution or access to the C
om

pany’s 
C

PN
I by independent contractors and joint venture partners; m

aintaining records regarding the 
use of C

PN
I in m

arketing cam
paigns; and receiving, review

ing and resolving questions or issues 
regarding use, disclosure, distribution or provision of access to C

PN
I.

A
ppropriate safeguards on the disclosure of C

PN
I have been im

plem
ented in accordance 

w
ith C

.F. R
. §64.2010.

C
ustom

ers are properly authenticated before disclosing C
PN

I on 
custom

er-initiated telephone calls or business office visits. A
uthentication through the use of 

passw
ords and back-up authentication questions in the event of lost or forgotten passw

ords have 
been im

plem
ented. Passw

ords and back-up authentication security questions are established in 
accordance w

ith §64.2010(e).

The C
om

pany
has internal procedures in place to educate our em

ployees about C
PN

I and 
the disclosure of C

PN
I.  Em

ployees w
ith access to this inform

ation are aw
are of the FC

C
’s rules 

and are prohibited from
 disclosing or perm

itting access to C
PN

I w
ithout the appropriate

custom
er consent or as allow

ed by law
 and the FC

C
 rules. In accordance w

ith C
om

pany Policy, 
any em

ployee that uses, discloses, or perm
its access to C

PN
I in violation of Federal regulations 

is subject to disciplinary action, and possible term
ination.

The
C

om
pany

com
plies w

ith the FC
C

’s rules regarding the notification of law
 

enforcem
ent and custom

ers, in the event of a C
PN

I breach.  The C
om

pany
m

aintains a record for 
at least tw

o years of any breaches discovered, notifications m
ade to law

 enforcem
ent (i.e., U

nited 
States Secret Service and the Federal B

ureau of investigation) and custom
ers, and responses 

from
 law

 enforcem
ent.

It is the C
om

pany’s policy not to disclose or provide access to C
PN

I to Joint V
enture 

partners of independent contractors for m
arketing purposes.  C

urrently the C
om

pany
has no Joint 

V
enture partners; how

ever, if that changes in the future and the C
om

pany
decides to share 

custom
ers’ C

PN
I for m

arketing purposes, C
PN

I w
ill be shared

only of those custom
ers w

ho have 
given express consent (opt-in approval) to do so.
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To the best of m
y know

ledge and belief, the C
om

pany
does not presently use, sell, or 

otherw
ise release C

PN
I for m

arketing or other com
m

ercial purposes.  If our custom
ers’ C

PN
I is 

to be used for sales and m
arketing cam

paigns in the future, the appropriate safeguards w
ill be 

im
plem

ented in accordance w
ith 47 C

.F.R
. §64.2009(c)(d) and (f).


